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Information Security Policy 

Information, our most valuable and important asset, is essential for the effective 
functioning of our organization. Recognizing its importance, we are committed to 
protecting these assets through appropriate and effective measures. This protection 
will help us achieve our mission, safeguard our reputation, and maintain the high­
quality services we offer our clients. 

At Amara Raja, we strive to continuously advance our information security practices 
through learning, innovation, and process enhancement. 

By leveraging and securing information, we can sustain and enhance our reputation, 
while meeting both our strategic business and professional objectives. Management 
holds the ultimate responsibility for ensuring that all information assets are protected, 
and that the confidentiality, integrity, and availability of information and processing 
methods are upheld. 

This policy is designed to support and strengthen the implementation of our 
Information Security Management System (ISMS). Specifically: 

• We will implement all reasonable, appropriate, and effective security measures to 
protect critical processes and assets to meet our security objectives. 

. We will continuously seek ways to improve our security measures, ensuring they 
both protect and enhance our business. 

. As a responsible organization, we will safeguard and manage our information 
assets to meet contractual, legal, privacy, and ethical obligations. 

. All employees are responsible for ensuring the security of information assets by 
protecting them from unauthorized access, modification, disclosure, or 
destruction, whether intentional or accidental. 

Gotta be a better way; Gotta be a secure way!!! 

-~~ 
Jayadev Galla 
Co-Founder & Chairman 
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